
We will begin at 9:00 am Central time.
We will begin at 8:00 am Mountain time 

Please mute your microphone upon entry. 

Welcome to the 
First Thursday IMRS Call

Welcome!
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Welcome guests





MS Teams Meeting Controls

All attendees are muted upon entry. 
Raise your hand to request to be unmuted.
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So hello everybody.  I am your moderator for today's meeting.  First we want to go over some administrative items.

If you are new to Microsoft Teams, the Meeting Controls bar appears at the top of the window when you are in a meeting. If it does not automatically appear, move your curser to the top of your screen for it to appear.  This slide shows the location and function of the various controls available.

All attendees are muted upon entry.  Use the Microphone toggle button to turn your microphone on or off. .If you want to ask a question, under the reactions tab, click on the raised hand icon like on this slide, and we will call on and unmute you when responding to questions.. If for any reason you cannot unmute, feel free to type your question in the chat at any time.  To bring up the chat feature, click on the chat icon to the right of the reaction icon.  You also have two ways to join this meeting (click)



Option 1: Join the meeting from the link you were given. 
Use your computer speakers or headset for audio.
Option 2: Call this number and enter Meeting ID when 
prompted.

Reminder: A permanent record is made of all Microsoft 
Teams meetings, including the participant list and the 
chat thread.

MS Teams Joining Options
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You can either join the meeting from the link you were given and use your computer for sound 

OR

You can call the number on this slide and enter the meeting ID when prompted.

Please do not submit any personally identifiable information about your clients or their cases as everything typed in the chat is permanently saved.  On the other hand, if you want to add your name and organization in the chat to network and let everybody know who you are representing, feel free.



First Thursday Stakeholder Liaisons

Stakeholder Liaison Email States Covering

Lelah Martinez Lelah.l.Martinez@irs.gov New Mexico

TBD CL.SL.Area.6@irs.gov Colorado

Neki Cox Neki.M.Cox@irs.gov

Nebraska
South Dakota

Montana
Wyoming

Mercean Lam Mercean.lam@irs.gov Oklahoma

Alan Gregerson Alan.J.Gregerson@irs.gov Minnesota
North Dakota

Michael Smith Michael.Smith6@irs.gov Wisconsin

Jody Stamback Jody.K.Stamback@irs.gov Idaho
Utah

Krista Sullivan Krista.m.Sullivan@irs.gov Kansas
Missouri

August 1, 20244

Presenter Notes
Presentation Notes
Moderator - Alan:


If you don't know who your Stakeholder Liaison, here is a list. 

Ann Burton retired – stakeholder for Colorado still ‘to be determined’ 


mailto:Lelah.l.Martinez@irs.gov
mailto:CL.SL.Area.6@irs.gov
mailto:Neki.M.Cox@irs.gov
mailto:Mercean.lam@irs.gov


Employee Retention Credit Updates

IRS enters next stage of Employee Retention Credit 
work; review indicates vast majority show risk of 

being improper

IR-2024-169, June 20, 2024 — Following a detailed 
review to protect taxpayers and small businesses, 
the Internal Revenue Service today announced 
plans to deny tens of thousands of improper high-
risk Employee Retention Credit claims while starting 
a new round of processing lower-risk claims to help 
eligible taxpayers.
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Following a detailed review to protect taxpayers and small businesses, the Internal Revenue Service announced plans to deny tens of thousands of improper high-risk Employee Retention Credit claims while starting a new round of processing lower-risk claims to help eligible taxpayers.
The review involved months of digitizing information and analyzing data since last September to assess a group of more than 1 million Employee Retention Credit (ERC) claims representing more than $86 billion filed amid aggressive marketing last year.
During this process, the IRS identified between 10% and 20% of claims fall into what the agency has determined to be the highest-risk group, which show clear signs of being erroneous claims for the pandemic-era credit. Tens of thousands of these will be denied in the weeks ahead. This high-risk group includes filings with warning signals that clearly fall outside the guidelines established by Congress.
In addition to this highest risk group, the IRS analysis also estimates between 60% and 70% of the claims show an unacceptable level of risk. For this category of claims with risk indicators, the IRS will be conducting additional analysis to gather more information with a goal of improving the agency’s compliance review, speeding resolution of valid claims while protecting against improper payments.
At the same time, the IRS continues to be concerned about small businesses waiting on legitimate claims, and the agency is taking more action to help. Between 10% and 20% of the ERC claims show a low risk. For those with no eligibility warning signs that were received prior to the last fall’s moratorium, the IRS will begin judiciously processing more of these claims.
The IRS anticipates some of the first payments in this group will go out later this summer. But the IRS emphasized these will go out at a dramatically slower pace than payments that went out during the pandemic period given the need for increased scrutiny.
Given the large number of questionable claims indicated by the new review, the IRS continues to urge those with unprocessed claims to consider the special IRS ERC Withdrawal Program to avoid future compliance issues.


https://www.irs.gov/newsroom/irs-enters-next-stage-of-employee-retention-credit-work-review-indicates-vast-majority-show-risk-of-being-improper
https://www.irs.gov/newsroom/irs-enters-next-stage-of-employee-retention-credit-work-review-indicates-vast-majority-show-risk-of-being-improper
https://www.irs.gov/newsroom/irs-enters-next-stage-of-employee-retention-credit-work-review-indicates-vast-majority-show-risk-of-being-improper


Final Regs on Digital Asset   
Reporting

Treasury, IRS issue final regulations requiring broker 
reporting of sales and exchanges of digital assets that are 

subject to tax under current law, additional guidance to 
provide penalty relief, address information reporting and 

other technical issues

IR-2024-178, June 28, 2024 — The U.S. 
Department of the Treasury and the Internal 

Revenue Service today issued final regulations 
requiring custodial brokers to report sales and 

exchanges of digital assets, including 
cryptocurrency.
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The U.S. Department of the Treasury and the Internal Revenue Service issued final regulations requiring custodial brokers to report sales and exchanges of digital assets, including cryptocurrency. These reporting requirements will help taxpayers to file accurate tax returns with respect to digital asset transactions, which are already subject to tax under current law.
These final regulations reflect consideration of more than 44,000 public comments received last fall on the proposed regulations. They require brokers to report certain sale and exchange transactions that take place beginning in calendar year 2025 and will be reported on the soon-to-be released Form 1099-DA. The regulations implement reporting requirements by the Infrastructure Investment and Jobs Act, enacted in 2021.
The final regulations require reporting by brokers who take possession of the digital assets being sold by their customers. These brokers include operators of custodial digital asset trading platforms, certain digital asset hosted wallet providers, digital asset kiosks, and certain processors of digital asset payments (PDAPs). The majority of digital asset transactions today occur using these brokers. By focusing first on this group, the IRS intends these regulations to cover the greatest number of taxpayers while allowing the IRS and U.S. Treasury Department more time to consider the nuances of transactions involving non-custodial and decentralized brokers.
The final regulations do not include reporting requirements for brokers that do not take possession of the digital assets being sold or exchanged. These brokers are commonly called decentralized or non-custodial brokers. The U.S. Treasury Department and the IRS intend to provide rules for these brokers in a different set of final regulations.
In addition to the broker reporting rules, the regulations provide rules for taxpayers to determine their basis, gain, and loss from digital asset transactions. The regulations also provide backup withholding rules.
Transitional relief is available, so please check out the news release link in the minutes for additional information. 


https://www.irs.gov/newsroom/treasury-irs-issue-final-regulations-requiring-broker-reporting-of-sales-and-exchanges-of-digital-assets-that-are-subject-to-tax-under-current-law-additional-guidance-to-provide-penalty-relief-address
https://www.irs.gov/newsroom/treasury-irs-issue-final-regulations-requiring-broker-reporting-of-sales-and-exchanges-of-digital-assets-that-are-subject-to-tax-under-current-law-additional-guidance-to-provide-penalty-relief-address
https://www.irs.gov/newsroom/treasury-irs-issue-final-regulations-requiring-broker-reporting-of-sales-and-exchanges-of-digital-assets-that-are-subject-to-tax-under-current-law-additional-guidance-to-provide-penalty-relief-address
https://www.irs.gov/newsroom/treasury-irs-issue-final-regulations-requiring-broker-reporting-of-sales-and-exchanges-of-digital-assets-that-are-subject-to-tax-under-current-law-additional-guidance-to-provide-penalty-relief-address
https://www.irs.gov/newsroom/treasury-irs-issue-final-regulations-requiring-broker-reporting-of-sales-and-exchanges-of-digital-assets-that-are-subject-to-tax-under-current-law-additional-guidance-to-provide-penalty-relief-address


Security Summit begins 

New, evolving scams threaten tax professionals; 
Security Summit warns extra attention needed on 

trending threats that could affect businesses, clients

IR-2024-183, July 9, 2024 — The Internal Revenue 
Service and the Security Summit renewed a 

warning today to tax professionals to be on the 
lookout for a variety of new and evolving schemes 

aimed at stealing business and taxpayer 
information.
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This summer’s Security Summit Campaign warns tax professionals to be on the lookout for a variety of new and evolving schemes aimed at stealing business and taxpayer information.
Now in its ninth year, the Protect Your Clients; Protect Yourself series will feature news releases each Tuesday for eight weeks. 
The series coincides with the Nationwide Tax Forum, a three-day seminar starting in Chicago and continuing with sessions the week of July 30 in Orlando, August 13 in Baltimore, August 20 in Dallas and September 10 in San Diego. The IRS reminds tax pros that registration deadlines are quickly approaching for several of the forums, and Orlando is already sold out.

Beware of the “new client” scheme
In this form of so-called spear phishing, fraudsters pretend to be real taxpayers seeking tax pros’ help with their taxes. They use emails to try to get sensitive information or gain access to a practitioner’s client data. In these fake “new client” schemes, the fraudster can send a malicious attachment or include a link to a site that the tax professional thinks they need to access to obtain the supposed new client’s tax information. But in reality, the site is collecting information from the tax pro, such as their email and password, or loading malware onto the tax pro’s computer to gain access to their computer or system.
While not a fresh scam, the IRS continues seeing activity this year. It remains an ongoing threat that can be alluring to a tax professional or a practice’s employees seeking new business. And while this fake outreach can peak around tax season, this sort of scam remains a threat year-round.

Look out for multiple phishing scams involving EFINs, PTINs, CAF numbers
Another scam circulating on a large scale this year involves phishing attempts by scammers trying to obtain various identification numbers used by tax professionals, including their Electronic Filing Identification Number or EFIN; EFIN documents; their Preparer Tax Identification Number or PTIN; and their Centralized Authorized File or CAF number.
Obtaining these digits helps a bad actor obtain information and file a fraudulent return that looks legitimate. Scammers are trying to get these sensitive identification numbers by sending emails or texts that appear to be from the IRS. The scammers tell tax pros they need to confirm this information by entering it into a form that was hosted on what appears to be a real IRS website, but in reality is a fake website designed to mimic the real thing.
People that receive scams by email should send the email to phishing@irs.gov. As a reminder, people can forward the message, but IRS cybersecurity experts prefer to see the full email header to help them identify the scheme. Of course, tax pros experiencing a data breach in Area 6 will want to send an email to us at cl.sl.area.6@irs.gov 


https://www.irs.gov/newsroom/new-evolving-scams-threaten-tax-professionals-security-summit-warns-extra-attention-needed-on-trending-threats-that-could-affect-businesses-clients
https://www.irs.gov/newsroom/new-evolving-scams-threaten-tax-professionals-security-summit-warns-extra-attention-needed-on-trending-threats-that-could-affect-businesses-clients
https://www.irs.gov/newsroom/new-evolving-scams-threaten-tax-professionals-security-summit-warns-extra-attention-needed-on-trending-threats-that-could-affect-businesses-clients


When calling IRS…

Write down this information from the phone call: 

1. Name

2. IRS ID# (10 digit number)

3. Date/time of call 
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State Updates – 1 of 2

Colorado (Amber Egbert)
Idaho (Tom Shaner)
Kansas (Carl York, Roger Basinger)
Minnesota (Mark Krause) 
Missouri (Madesen Bradberry)
Nebraska (Dawn Holtmeier)
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State Updates – 2 of 2

North Dakota (Liliya Montgomery, Michelle 
Henke)
Utah (Steven Carlow)
Wisconsin (Rachel Ballmoos)
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 Any representatives from other states not called upon?



Policy, Practice or Procedure 

IMRS is for Issues with an IRS
 Policy, Practice or Procedure –

We are listening – 
  What is on your mind?
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Thank you! 

Next meeting September 12, 2024

(1 week later than normal, 2nd Thursday of the month)
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